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DIZZION SECURITY &  
CONTROL FEATURES

Endpoint Validation
Secure workstations and confirm that the endpoint used to access a Dizzion 
cloud desktop is compliant with your security policy.

Identity Management
Customers maintain control of which users are provided a desktop and 
which are not, ensuring control over who has access to corporate data and 
applications.

Multi-Factor Authentication
Ensures username and password integrity while also supporting compliance 
standards such as PCI and HIPAA.

Single Sign-On
Cloud desktops can integrate with an organization’s single sign-on solution, 
allowing faster access and productivity for end users.

Group Policy Objects (GPOs)
Support end user controls while also ensuring peak performance of cloud 
desktops.

Hardened OS
Dizzion cloud desktops offer hardened operating systems beyond out-of-the-
box capabilities.

Enterprise Anti-Malware
Included standard with every deployment in an umbrella fashion to stop viruses 
from making it to individual desktops.


